Scenarios for publishing to ESG

1. Initial Publication

A data provider stages a set of model runs. He runs a process that extracts the metadata from the data, then runs validation and quality control on the metadata to ensure it meets (a) ESG standards, and (b) project-specific standards for the project that generated the datasets. The data provider also specifies access privileges for the datasets.

The data provider authenticates with a gateway, giving him sufficient privilege to publish to the gateway metadata DB. 

The data provider publishes to the gateway. Additional metadata not extracted from the base data is added manually. After a certain period of time, the data is visible and accessible from all gateways.

Every object (file, aggregation) that is published is given a unique identifier that stays with the object if it is replicated or moved to a different site.

The entire process is scriptable.


2. Data Aggregate

Similar to (1) except that a static aggregation of a set of files is created. This is in response to either: (a) the data provider initiating a process, or (b) an automatic process creating the aggregation. The aggregation is published in a manner similar to a file.
 

3. Data Replace

The data provider replaces an existing file, set of files, or aggregation. In some cases, the filenames do not match the original, however the metadata in the files is sufficient to identify the data to be replaced. In the case of spatio-temporal data, this information may include time ranges. In particular, the time ranges may not match the original data. The replace operation is reversible by default, and may be made permanent by the data provider.

The data provider inputs a reason for the data replacement and a summarization of what has been replaced. This information is entered into a user-searchable provenance database.

If there are associated static aggregations, they are rebuilt automatically.


4. Metadata Update

Data provider modifies the metadata for a file, set of files, or aggregation, but does not modify the underlying data itself. He publishes the modifications to the gateway.


5. Data Delete

Data provider removes a file, set of files, or aggregation. The operation is recoverable by default, although the data provider may choose to make it permanent. He publishes the deletion to the gateway. After a period of time, the changes are visible on all gateways.


6. Questions:

a. On initial publication, is there an issue of  data granularity? For example, if the unit of data download is a file, then depending on how the data is organized it may be necessary for a user to download thousands of relatively small files, instead of a few large files.


b. Does publication follow a push model, pull model, or both? If a pull model, what guarantees that the metadata was produced by someone with sufficient privilege to publish and set access controls? What are the pros and cons of push vs pull. Is a mixed model an option?


c. The IPCC AR4 had a set of metadata ‘tags’ that were extracted from the metadata for each file and used as the basis for searching. Part of the validation and quality control process was to ensure that the tags were present in correct form in the metadata, were consistent, and had one of the enumerated values if applicable.

For example, one of the tags was ‘temporal frequency’, with enumerated values ‘monthly’, ‘daily’, and so on. For a given file the frequency was inferred from a table identifier.

The ESG-CET metadata model incorporates the metadata information anticipated for IPCC AR5. Does there need to be sufficient flexibility in the system to add other project data, and support additional metadata requirements not anticipated for AR5?


d. For data replace, what happens when replacement data files don’t match existing data files in name or time range? For example, suppose the data provider initially generates data in twenty-year chunks. At a later date he is notified of an error, and provides replacement data for ten years only. One model for dealing with this issue would be to designate certain datasets as spatiotemporal. The database would track these datasets by time range.


e. DOI/Handle (Digital Object Identifiers) has been mentioned as a candidate persistent identifier technology. Are there others? What would make DOI appropriate for use with ESG-CET?

